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KATTINT!

Ha a készliléke mar nem fog mikoddni,
nemcsak személyes adatait veszitheti
el, és anyagi veszteségei is lehetnek,
hanem a tarolt adatai is elveszhetnek.
Ne hagyja, hogy atverjéek!

e MIERT HATEKONY
HOGYAN TORTENHETETT? MODSZER EZ?
ADATHALASZ-TAMADASOK: Az ilyen i~ A mobileszkozok FOLYAMATOSAN
S | tamadasok elkdvetdi rendszerint CSATLAKOZNAK az internethez.
—I magukat megbizhato oldalnak vagy
cégnek kiadva probalnak meg
személyes adatokat kicsalni a
felhasznaloktol. A tamadasok ... 4@ http://malicioussite.co
tobbnyire e-mailben, szoveges
Uzenetben vagy a kozossegi médian @ AZ ON BANKJA
keresztll torténnek.

ﬁ INTERNETES BONGESZES: A Altalanos jellegli megszoritast jelent az
mobileszkoz megfert6z6déséhez eszkoz kijelz6jének KIS MERETE. A
béven eleg, ha csak egy nem mobileszkdzokon futd bongészékben az
biztonsagos oldalt megnyit vele. URL-cimek csak korlatozott méretben

— N\, . jelennek meg, igy sokkal nehezebb
& FAJLOK LETOLTESE: Gyakran ellendrizni, hogy a cim valddi-e.
el6fordul, hogy a rosszindulatu
%' hivatkozasok és mellékletek e-mail A felhasznaldknak a mobileszkdzok
Uzenetbe agyazva jutnak el a SZEMELYES BIZTONSAGABA VETETT
felhasznalohoz. bizalma.
ON MIT TEHET? A kéretlen SMS-ben vagy

. o112 . e-mail-tzenetben Iévé hivatkozasokra
Legyen Ovatos, ha példaul egy cég 1 aas : :
O .o nem szabad rakattintani. Az ilyen
S8 részérol telefonon vagy SMS-ben - . s
CQ n , lizenetet azonnal torélje.
személyi adatokat kérnek. llyenkor
erdemes az adott cég hivatalos
telefonszamat felhivva ellenérizni a

megkeresés valodisagat.

Korultekintéen kell akkor is eljarni, ha
bongészés kozben gyenge
nyelvezettel, alacsony felbontassal
vagy helyesirasi hibakkal, elirasokkal
slrdn tarkitott oldalra érkezik.

A mobileszk6zon valé bongészést
mindig biztonsagos

G SN HTTPS-csatlakozason keresztil
végezze. A kapcsolat biztonsagos
volta az URL-cim els6 részét
megtekintve kdnnyen
megallapithato.

Ha maddja van r3, telepitsen mobilesz-
kbzére biztonsagi programot, amely
figyelmezteti a gyanus tevékeny-
segekre.
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